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# **Section 1** - Introduction

This report is for the purpose of self-evaluation and critical reflection on my recently completed Group Project. The team consisted of six members whose names and roles can be found on the cover page to this document. My own role within the team was as the project manager and our client was Robert Ludwiniak. Our projects goal was to create a virtual penetration testing scenatio which is to be used later to develop student labs for fourth year Cybersecurity students. Inside the scenario Robert asked us to include a server and an E-commerce website which was vulnerable to web-based malicious attacks such as SQL injections and Cross-Site Scripting. He also asked that we limit ourselves to using modern OS hardware so that he could attempt to maintain a sense of realism within the scenario and to make improvements on some of the current labs, which still often demonstrate modern pen-testing techniques on relatively outdated operating systems.
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